With All The Good I ntensions:
A Case Study of a Failurein Enterprise Risk Management

1. | ntroduction

“The Road To Ruin Is Paved With Good Intention&h¢n)

In today’s uncertain and unpredictable environmdmisiness organisations are facing
increasing risks, some even threatening their naati existence (Meulbroek, 2002).
Numerous changes, such as, rapidly changing teogpotlimate change, globalisation and
shorter product life cycles, have created an irsingadegree of risk exposure for business
organisations. Moreover, recent corporate scandale instituted regulatory pressures to
improve corporate governance and ERM by enhantiagetfectiveness of internal controls
(Miccolis and Shah, 2000; Ratnatunga and Alam, 20@81 and Kawamoto, 1997). While
such environmental uncertainties do not mandatetloption of risk management practices,
they create societal pressure for the systematatuation of risk and adoption of good

business practices.

The rational and calculative aspects of risk mameege serve well in dealing with traditional
risks which are managed by individual functionalnagers. Different methodologies are also
devised to deal with specific risks, such as, tepes to understand and deal with market
risks, production, quality and safety risks. Suchapproach has been described as reductionist
and calculative (Bhimani, 2008; Ratnatunga and Al2@08; Collier et al., 2007; and Power,
2007a), not least in that it fails to see the maationship between risk areas and how risks in
one area influence other organisational activiaes thereby increase the total risk of an
enterprise. As such, various researchers havessteghthe need for an integrative approach
to establish of Enterprise Risk Management (ERMgnshall risk can be integrated (Taylor-
Gooby and Zinn, 2006; COSO, 2004; Mikes, 2009).

It has been argued that the ERM is a process edempiproach where an appropriate structure

should be installed to identify all risks and hanthem in an integrated way (Miccolis et al.,



2001; Meulbroek, 2002; CAS, 2003; COSO, 2004). Heweeven though there has been an
increased focus on integrative risk approaches mmesearch in this area is largely
prescriptive; i.e. despite the clear recommendat@naggregation and integration of risk
approaches in the literature, empirical evidenceswch an enterprise-wide approach to risk
management, and its effectiveness, is still lackifm fill this empirical gap, we initially set
out to study in-depth a company which was a likeipdidate to have installed an integrated
approach to risk management. We found such a compaw show that it had an integrated
ERM system that worked well in integrating standaperational risks in order to identify and
mitigate risks; but that it became more difficuwdt maintain connectivity when the nature of
risk was dynamic and emerging. These risks, ifmahaged, despite all good intensions, can
threaten the very existence of the firm. The sasgoriinding in this paper was that the
integrated ERM approach recommended in the litezatould result in hidden risks with the

potential to escalate and have a serious consegenihe organisation’s viability.

In this study, we conduct an in-depth study of ERMcesses of a company in a high-risk
industry. This paper overviews the formal and infat information processes, the internal
audit function and shows how the management acrwmuitformation system (MAIS) plays
an integrative role in providing risk related infmation for maximising the value of the
organisation. We show how the MAIS can be usetbtwdinate the management of risks that
originate in different organizational sub-systerikis study will highlight the areas of risk
which can be well managed and the areas wheran@&iagement can be difficult. Bhimani
(2008) states that the relationships between mamageaccounting and risk management
have not been investigated adequately and we Igetleat this study bridges this gap in the

literature.

The rest of the paper is organised as followsthénnext section, we introduce the theoretical
underpinnings of the study. Next, we summariseliteeature pertaining to ERM; the link

between ERM and the MAIS; and the concept of ‘systerisk’. This is followed by the

research questions asked; a description of theegbof the case study and the justification of
research methods adopted for the study. We thevider@mpirical evidence from the case
study of the risk management approaches in the sasty company, and show that it
followed ‘best practice’ with an integrated approac ERM. This leads to a discussion of the

issue of connectivity when risks escalate, and laowintegrated risk management system



copes (or does not cope) with such an escalatiba.paper concludes with our observations

and recommendations, and outlines implicationgudher studies.

2. Theoretical Underpinnings of the Study

In order to understand the notions of risk managersgategies and how it is used, the paper
draws upon institutional theories. Such theories aseful to understand why different

organisations adopt social norms for legitimacyppses. We shall also explore the concepts
of organised uncertainty concepts to highlight hth& concept of risk management has

become almost a quasi-religious faith (Power, 2004)

Institutional theory helps to provide an understagaf how and why organisations behave as
they do in society by examining their institutionsoosely defined, institutional theory
considers the processes by which structures, imgduschemas, rules, norms, and routines,
become established as authoritative guidelines sfwzial behaviour (Scott 2004). Neo-
institutional theorists (see Greenwood et al. 20@8, a comprehensive review) share a
common view that organisations tend to adopt areasingly similar template of institutions
over time, as they conform to their societal exggahs. Conforming to society’s expectations

in particular is the manifestation of a desire @imtain societal legitimacy.

Borrowing from legitimacy theory, the increasingroounity perception that poor governance
of corporations, and a lack of adequate risk miiiigastrategies, leads to a significant risk to
shareholder value, representing a major changeoamlsnorms, values and definitions
(Suchman 1995). Man-made disasters including cérohinge (Turner & Pidgeon, 1997) and
normal accidents (Perrow, 1984) are examples bfrmanagement concepts that have entered
standard societal vocabulary. Today, the use &fmanagement is increasingly featured as a
marker of good corporate governance (for examptewD& Kendrick, 2005). This is true to
such an extent that some even consider that toeghdias become in itself a source of risk
for corporations (Power, 2007b), societal instdns (Rothstein et al, 2006) or the ecological
balance of post-industrial modernisation (Shriveasta 995). This social-wide understanding
of the lack of policies and procedures threategimgorate value is termedtionalised myths
and provides the basis of the emerging instituticoatext. This new set of accepted beliefs
in societycalls for actions by the Boards to install corpergbvernance and ERM policies

and procedures in their organisations. Teggtimacy gapSethi 1978) is the disparity between



business-as-usual — whereby there is no policy mcguural change — and society’s

expectations of organisations to implement reaioast to protect themselves from a

significant loss in shareholder value that coultimdtely lead to the type of corporate

collapses evidenced in the early 2000s. In narrgvdown this legitimacy gap, the lens of

neo-institutional theory can be applied here toeustdhnd how and why escalating social
pressures to introduce actions on to protect osgdions from potential failure, shape the
increasingly similar pathways that Boards of Dioestare taking to embed governance and
risk management in their companies (Ratnatunga i, 2005).

The actors or agents of change (in addition tdBib&rd) who mobilize resources to enable the
institution to shape its response to escalatingabquressures are termedstitutional
entrepreneurgDiMaggio 1988; Pacheco et. al., 2010). Institnéibtheorists posit that the
more complicated the field — the more complex thkational networks — the greater the
variety of institutional structures adopted and there likely the rationalised myths will be
codified into formal regulations. It is worth naginhowever, that although isomorphism tends
to lean towards homogeneity, a variety of spedifice still exist depending on the different
types of organisations (Greenwood et al., 2008¢c&8ss or failure of an ERM system in one
company does not necessarily mean that similaesystvill not be tried in other institutions.
The second form, a phenomenon terntegtoupling(Meyer & Rowan 1977) is when in
practice, the real institution — structures andcpdures — happening within an organisation
may not match its external appearance. This ina@rgre between public imagery and actual
actions form one of the theoretical underpinningstias study, and we show how this

decoupling became so significant in an organisatianit threatened its very existence.

3. Literature Review

The following review of the related literature suamses the development of best practise in
ERM; how the MAIS provides the necessary linkshis fprocess; and how these very links, if
integrated too tightly, could result in hidden gdkat could threaten the long-term viability of

the company.

3.1 Enterprise Risk Management (ERM)



Risk has traditionally been seen in terms of uaiety of outcomes with unknown probability
distributions (Knight, 1921). Following the clasgiefinition of risk in economic terms by
Knight, there have been many attempts to defirearsd uncertainty. Risk is often seen as
catastrophes and dangers in specific business eties than opportunities where such risks

can be managed to achieve strategic objectives.

In responding to societahtionalised mythdollowing the spectacular collapses in the early
2000s (Enron, WorldCom etc.) with regards to thec@ieed lack of governance and risk
management procedures in large corporations; varnegulatory requirements, especially the
Section 404 requirements of the Sarbanes Oxley (8&€QA), resulting in a systematic
approach to governance and risk management. Tleglted in different researchers
approaching risk from their own backgrounds, whiell to different approaches to risk
strategies. For example, while strategic manageraadt finance researchers view risk in
terms of unpredictability of business outcomes Watks of market share, stock returns and a
threat of bankruptcy (Baird & Thomas, 1990, Kne¢cR6€02); organisational theorists see risk
in terms of uncertainties in the contextual envinemt affecting business outcomes (Duncan
1972, Pfeffer & Salancik, 1978, Galbraith, 1977yaf, operations research and management
science research approach risk from a systemsequinggs (Lewis, 2003) and strategic choice
studies relate managerial risk preferences witmdirrisk exposure (Miles & Snow 1978).
Effective risk management can be designed to imcladwide ranging portfolio of risk
strategies. Strategic risks are long term risks tmave the potential of preventing an
organisation from attaining its business objective@perational risks on the other hand,
following Basel Il (Basel Committee on Banking Sppsion, 2001), are related to systems
and process failures, which include poor commuimoaand fraudulent behaviour. Financial
risks normally emanate from volatilities relatedctorency, borrowings and interest rates; and
can affect credit, liquidity and share market rigdanagement of these risks can be
approached either by mitigating individual riska visk transfer mechanisms or by installing a

risk identification and management system.

The traditional approach to risk identification anthnagement is often known the ‘silo’
approach, where each risk is treated separatebff(ir & McGannon, 2003). In some cases,
such risks are not integrated with organisationcesses and are externally managed by
insuring for individual risks. Kleffner & McGanno(2003) viewed such traditional risk

management as having a compliance focus; anditbdiased risk management represented a



traditional hierarchy-based organisational strietwhere divisions acted separately and there
was little coordination and support from top mamaget. They stated that this silo approach
to risk management develops a parochial and fratgdeattitude and usually leads to
inefficiencies in the organisation. Significant opjunities are missed by not using resources
in a coordinated response in terms of attaining ltemm strategic objectives. If certain areas
of business are viewed as risky and uncertain (ssctiolatility in earnings and significant
losses in market shares or profits), ad-hoc regsoase made to address these specific risks.
Here, the predominant approach to risk was avoeland mitigation of potential losses.

Wood (2007) viewed that risk management needs tocdoecerned with ensuring the
achievement of strategic objectives; and took adheo view by integrating risk management
with the balanced scorecard to form a wider confie@inework. Adopting a case approach,
that study investigated how such a risk managenmemproved strategic controls and
communication in large UK retail stores. For a &sstul implementation of risk management
strategies, that study shares a similar view witrt@h et al., (2002), and highlights the
importance of top management commitment and suppdikes (2007) saw different patterns
emerging in managing risk. Rather than viewing raglsi pattern, the author explored how
different models of risk management co-existed riganisations. In general, two strands of
risk management were found, one driven by shareholkalue (‘value-based’ risk
management) and the other depicting risk basednatecontrol requirements (*“control-
based’ risk management). These two risk managemedels also showed alternative logical
approaches - calculative cultures versus manageooehtl systems, and there was a drive to
combine and integrate risk management systemssattrteenterprise; giving rise to the notion
of Enterprise Risk Management (ERM

This enterprise-wide approach was also espousadrirerous regulatory requirements, such
as, the Sarbanes Oxley Act (SOX) which requirdsmanagement, corporate governance and
reporting to be integrated. Such integration wabda@chieved by aligning internal processes
with risk management strategies where several fates between governance, strategic

objectives and reporting can be addressed.

As such, the Committee of Sponsoring Organisatainthe Treadway Commission (COSO)

described ERM with such an integrated or ‘entegdngew, i.e. as encompassing all business



risks and opportunities. A more comprehensive deim of risk and risk management is
provided by COSO (2004) as:

Enterprise risk management is a process, effectedrbentity's board of directors,
management and other personnel, applied in strase¢iyng and across the enterprise,
designed to identify potential events that maycaffiee entity, and manage risk to be
within its risk appetite, to provide reasonable @ssce regarding the achievement of
entity objectives.

Similarly, in 2003, the Casualty Actuarial SociéBAS, 2003) defined ERM as the discipline
by which an organisation in any industry assessastrols, exploits, finances, and monitors
risks from all sourcesfor the purpose of increasing the organisatiohsrtsand long-term

value to its stakeholders.

Clearly, therefore, much of the literature indicatieat ‘best-practice’ risk management should
take an integrative ERM approach; as it views oggional activities and processes to be
interconnected; and thus that it is futile to managk in an ad hoc or silo manner (Hopkin,

2012). As such, for the proper implementationE®®M, it was seen as important to

understand how different areas of an organisatiereaposed to different types of risks and
how these risks can permeate other areas of ttanigagion. An enterprise risk approach is
supposed to introduce a common language of risknaamication, policies and procedures for
handing risk and a procedure for risk oversighte View was that such a system should, in
theory, facilitate the analysis of events into sisknd opportunities for attaining strategic
objectives CIMA, 2004; Collier, et.al, 200/Ratnatunga & Alam, 2011).

Power (2004), however, warns of the danger that sucintegrated approach (which is used
to transform uncertainty into manageable risk digjecmay itself result in ‘the risk of
managing everything’. Extending the institutiorthkory of legitimacy, the concept of
‘organised uncertainty’ is introduced; i.e. viewingRM as only having to demonstrate to
society that everything has been done to protecbtganisation from possible risks.

‘In many cases it is as if organisational agentscefd with the task of inventing a
management practice, have chosen a pragmatic pétholecting data which is
collectable, rather than that which is necessardievant. In this way, operational risk
management in reality is a kind of displacemene barden of managing unknowable
risks ... is replaced by an easier task which caneiperted to seniors’Rower, 2004:
p. 30).

In warning of the dangers of an integrated appro&dwer (2004) makes a distinction

betweenprimary and secondaryrisks. While primary risks are considered as neésks,
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secondary risks are socially constructed viewsisksr Power views that organisations invest
on secondary risk procedures. He subsequently alevehe idea of reputational risk where
organisations tend to protect their reputation royesting in visible processes with auditable
sets of practices and procedures. Even though prinsks need to addressed because of their
capacity to seriously disrupt organisational atigé; more attention is focused on secondary
risk procedures, which are the more transparentvesille aspects of ERM. It is not enough
simply to adopt risk strategies; organisations expected to signal the adequacy of risk
procedures (Scott, 2004, Power, 2007b). Power4R0PBserves that the existing emphasis on
integrated ‘enterprise-wide’ risk procedures terd provide an artificial comfort that
everything has been done to prevent risk. Howesaeh an approach fails to challenge the
uncertainties and ambiguities which require a mdmdistic approach to see the
interrelationships between different risk factoBuch risks if not attended can have a

catastrophic and spiralling effect on the orgaiosat

Despite such concerns, ERM has now become an attegrt of both senior executive and the
Board of Director’s portfolio; most corporate weksipay lip-service to it by claiming to have
such systems and processes in place (Hopkin, 2Q#iany writers now believe that
organisational strategies can be achieved throaoghdsERM systems and the implementation
of such systems depend on top management supptrtliimg the Board of Directors (Barton
et al., 2002 & 2001; Walker et al., 2002; Eick, 20GQollier, et.al., 2007Ratnatunga & Alam,
2011). Section 404 of SOX also highlights the int@ioce of management responsibilities for
internal control and organisational performancecihinclude risk oversight (Moeller, 2004).
The theory espoused in the above literature isadhe¢ risk management is integrated with the
interfaces of organisational performance, it canvigle a solid foundation for ensuring
corporate governance and compliance requiremeiitsis paper looks at a company that
seemingly combined risk management approaches ttipngselp an ‘integrated’ ERM, i.e.
installed an enterprise-wide approach for obtainimgsiness objectives via the control
framework of objectives, strategies, implementati@sults and feedback (see Rhames et al.,
2006, Miccolis & Shah, 2001); and integrated riskanagement with organisational
performance. The hidden dangers of such an intdjrapproach are also discussed in the

paper.

! Power (2004) appears to distinguish ‘integratem! 4olistic’, as we do in the paper. An integrafeM links
all known secondary risks. A holistic ERM considirs primary and often hidden risks.



3.2 Management Accounting and ERM

In most organisations the compliance function temfseen by the Board as the predominant
role of corporate governance and ERM. Ratnatundafdaim (2011) argue, however, that the
compliance role needs to be seen as not only Watjstegulatory requirements, but also
installing a culture which is congruent for risk magement and strategic performance.
However, whilst most ERM systems work well in manggoperational risks (as most
organisations establish detailed systems to mopitoduction and operational activities) its
links with strategy and the performance of the piggtion in strategy implementation is not
as well established (se€IMA, 2004; Schmidt & Brauer, 2006; Collier, et,aR007;
Ratnatunga & Alam, 2011). Clearly the literaturenissupport of ERM integration, but little
has been studied empirically as to how this intiegmacan be facilitated.

The MAIS has been found to facilitate and supputegrated organisational risk management
processes in a few studies (Collier et al., 2007pr@fas, 2007; Ratnatunga & Alam, 2008,
Wood, 2009); and when combined with financial acting ratios to give ‘early warnings’ of
impending trouble (Morris, 1998; Ratnatunga, 20B@ssari, 2006; Fitzgerald & Collins,
2006; Ratnatunga, 2008). Thus the view emanatiribdditerature is that the MAIS can help
in ERM by being anintegrative surveillance and communicatiatevice within the
organisation for identifying, evaluating and cotling risks. As the Board of Directors is
involved with the strategic direction of the compauch integrative and control information
is considered useful (Bhimani, 2008; Ratnatungal&# 2008; Collier et al., 2007; Chorafas
2007). A clear message in the literature is thatstvimanagement accounting information is
used horizontally for the risk management of déferfunctional areas (Hopwood, 1996); for
an integrated ERP system, the MAIS should haveslimith organisational objectives
(Bromwich, 1990; Lord, 1996; Ratnatunga & Alam, 2Qland support organisational risk
strategies via its use in strategic decision malkind performance evaluation (Collier et al.,
2007; Ratnatunga and Alam, 2011)

However, the risks posed by this very integratibthe ERM has been raised in terms of tight
and loose ‘coupling’ of functions (Birnbaum, 198Hutz, 1982; March, 1987). Aight
coupling is one where different functions and components iategrated; i.e. when one
function or component is affected, other functians also affected. Complex interactions can

be linear where a change in one function produaesligtable consequences for other



functions. On the other hand, a non-linear compjaxiay lead to unpredictable consequences
for related functions or components, causing heigéd risk and unpredictable effects. As a
consequence, there have been calls to abandorathional integrative tools of management
accounting that result in tight couplings, espégitle budget calling it ‘evil’ and imploring
companies to move ‘beyond budgeting’ (Covaleski &sbith, 1983; Covaleski, et.al., 1985;
Wallander, 1999; Hope & Fraser, 2003a; Hope & Rra&@03b).

Thus in organisations that face complex environshand where a full range of consequences
are either difficult to understand or informatioraynnot be available, the conceptlobse
coupling (Glassman, 1973; Weick, 1976; Gummer, 1982; Caekale& Dirsmith 1983;
Covaleski, et.al., 1985; Bussigel, et.al., 19860001& Weick, 1990has been put forward to
counter the problems of complexities and interastidoetween different organisational
functions or activities. While the effects of tigbhdupling are complex and unpredictable,
loose coupling arranges these organisational #esvin a way where failed and risky
activities can be isolated and rectified withoueeting other parts in the organisation and
therefore provides a protection against unplanmedeguences.

In this paper we study in-depth a company that aadell managed, fully integrated and
tightly coupled ERM system (as excepted in the mghism form of neo-institutional

theory); and in which the MAIS played a key roleensuring that risk management goals
were integrated and aligned with achieving orgditeal objectives via its performance
measurement system. The consequence of having asudhtly coupled system was its

potential to cause the ‘domino effect’; a surpobservation of this study.

3.3 The Domino Effect

The theory of accident causation and control, dgped by Heinrich (1931) purports that all

accidents: human, mechanical, process or corparatehe result of a chain of events. The
chain of events consists of a series of sequefattabrs: each the result of a proceeding risk
factor. These factors are described as dominoesth&nremoval of any one of the risk factors
can prevent the accident. This ‘domino effect’ emed after the circular arrangement of
dominos in which if any one domino falls, all fall.

2 The budget is a good example of a tight couplifiee purchases budget; production budget, experdgebu
and cash budget are all tightly linked to the shigdget.
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In the corporate world the domino effect is als@wn as ‘systemic risk’ and refers to the
scenario that a single disruption at a firm, sayodnspill in the Gulf of Mexico, causes
significant environmental and social damage, whielgquires massive cash outflow to
compensate those affected, which results in aiSooifsconfidence™ among investors, creating
illiquid conditions in the marketplace. Systemiskriencompasses the risk that failure in one
firm or one segment of the market would triggeifui@ in segments of or throughout the
entire financial markets (Merna & Al-Thani, 2008ntanioni et. al., 2009).

Normal Accident theoryPerrow, 1984) suggests that a combination of dexity and tight
coupling can cause unexpected interactions andadamr effects in the organisation.
Complexity is considered to be high when differerganisational activities can interact in
unexpected ways where it is not always possibleaimprehend the nature of interaction.
Perrow (1981, 1984, and 1994) suggests that adsidea inevitable or ‘normal’ when these
two precursors of complexity and tight coupling apeesent. Although commercial
organisations may not have physically integratechmmnents and their functions can be
decoupled, if systems and processes are coupleahvistegrated ERM system, then the same
logic of complexity and interrelationship can bepligd. Here interrelationship can remain
latent and undetected until a time when the fullgea of risk implications becomes visible,
often too late for action.

Even though the integration of all aspects of rigkd opportunities are promoted by COSO
(as discussed earlier), it will be shown in thipgrathat such an integrated ERM system does
not offer guaranteed protection against the ‘doraffect’, especially when there are ‘tight
couplings’. In fact, the COSO framework, being aqass oriented approach, has been
criticised as being too general and vague for priewvg strategic risks (Steinberg, 2003).
Funston (2004) found in his study that whilst paha@l and recurring risks were easier to
monitor and control, top executives found strategks were harder for companies to predict.
Here, the complex nature of problems are diffitoilanticipate and are an inevitable source of

systemic risk.

3 An airline information system is a good exampleaoftightly-coupled’ system. In today’s world of loTe
bookings, payments and check-in; along with e-tislkand electronic baggage handling that are tightsgrated,
the failure of one sub-system can ground the airtm a halt. This recently happened with Virginliies in
Australia, in which the failure of one minor hard@aomponent in the reservation module groundeditiae
for 3 days. In previous times, loosely coupled eyt with paper tickets and manual check-in countées
failure of the computerised reservation systenndidprevent the rest of the airline from functianin
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A complex system has a number of constituent pentsh can interact in unpredictable ways;
and consequently a silo based traditional risk mament system is often found to be
inadequate to deal with the dynamic nature of mmisl. As such, we have already discussed
that best-practice dictates an integrated systeaweder we argue that a tightly coupled
integrated system combined with complexity can dksad to systemic failure. This is
especially so when the integration is of secondarysocially constructed views) of risk
(Power, 2004). Complexity can be seen in termsetdtional and cognitive complexities
(Richardson et al., 2001; Allen 2000); where cdgeitcomplexity arises because of
information systems and relational complexity agidae to relationships between systems. As
the quantity of information increases it gives edis cognitive complexity and a large number
of operative systems give rise to relational comip}e' The number of components makes it
difficult to predict and ascertain the cause arfdogfrelationship between such components,

and could lead to the domino effect.

This interconnectedness makes it difficult to coem@nd hidden cause and effect relationships
between different areas of organisational actisjtienaking risk anticipation and risk
alleviation problematic. The COSO framework wasiglesd to be hierarchically integrated
with various parts within the organisation wheretgtgic objectives can cascade down to
various sub-units. Such a framework is supposeadviave managers at all levels to evaluate
challenges and risks at their respective sub-umitne with certain set objectives. However,
risks arising from multi-causal relationships mamain hidden and unnoticed until they
emerge as major concerns for the organisation (Geon2006). Choo (2005& 2008)
developed an incubator theory where he suggest®othanisational problems remain hidden
and insufficient attention is given as these pnoid@&o not emerge until a certain time. By the
time these hidden problems come to surface thegtemajor problems, sometimes affecting
organisational viability.Various approaches have been suggested to overtmrissues of
interconnectedness such as, cross-functional greagandancy and organisational learning.
This study looks at a company that took variouscguéons to mitigate the issues of

interconnectedness.

* An airline information system is again a good emlmof both cognitive and relational complexity.

® The BP oil disaster in the Gulf of Mexico in 2086an extreme example of this. Even in 2012, tiwestill
lingering concern as to BP’s long-term viability.
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4, Resear ch Question and Resear ch Method

From the above discussion it can be seen that nstipdtional theory advocates that in
response to generally accepted shareholder va@iegbion beliefs and norms within society,
isomorphism(DiMaggio & Powell 1983) or the mimicry processaxfopting similar policies
and procedures across institutions should resutganisations striving towards an integrated
approach to ERM; and that the MAIS would bmtgrative surveillance and communication
deviceto facilitate this integration. Much of the managmt accounting and ERM literature
advocates the benefits of such integration. Sutgdgration often results in the tight coupling
of organisational functions. There is a concernyédxeer, that such tight coupling could lead to
certain risk relationships being left undetectedcamplex organisations. When these risks
ultimately emerge, they could affect other functiom unexpected ways resulting in a
catastrophic ‘domino effect’ of cascading risks.oMestitutional theory also describes a
phenomenon termedecoupling(Meyer & Rowan 1977§.This is the incongruence between
public imagery of a company and its actual actioiben such decoupling between public
imagery and actual actions becomes large, it aggetr events that cause the domino effect.
The research objectives of this paper were basdatieabove theoretical underpinnings. We
commenced the study in order to determine if a @wpin a high-risk industry with
significant societal pressures would take an irgtgl approach to ERM due to isomorphism
as suggested by institutional theory. We also whtdedetermine if the MAIS played a role in
such an integrative approach. As the study progdess third (surprising) research question
emerged; i.e. could such an integrated approactltras tight couplings that actually

increased riskn highly complex organisations?

In methodological terms, this study adopted an @gpbry case research approach (Scapens
1990; Otley & Berry, 1994; Yin, 1989). Such an ayguh was justified as the study aimed to
understand the perceptions of organisational mesndeout the risk management systems in
their own organisational setting. These actorsgang of change who mobilize resources to
enable the institution to shape its response tal&scg social pressures are caliestitutional
entrepreneurgDiMaggio 1988; Pacheco et al., 2010). The casdystvas not selected at
random to represent a large group; as differerarosgitions have different approaches to risk
management. This study was designed to gain a nmdepth understanding, via the

® Not to be confused with ‘tight’ and ‘loose’ coupdjs in the systems literature.
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institutional entrepreneurggn how a specific range of risk management prastaperated in

an organisational setting.

The study was based &gma Pharmaceuticals Limited leading manufacturing company in
Australia. It was founded by two Melbourne pharmtzin 1912 and its aim (at the time the
research was initiated) was to be the leading Aliatr pharmaceutical manufacturer and
marketer in Australia. The Sigma Company Limitedsveaiginally listed on the Australian
Stock Exchange (ASX) in 1999. It changed its nameSigma Pharmaceuticals Limited,
hereafter ‘Sigma’, following the merger betweemrtd Arrow Pharmaceuticals Limited, and
re-listed on the ASX in late 2005. Following thenger, Sigma became one of the top 75
companies listed on the ASX. The business expamdedly to provide a comprehensive
service and product offering to its customers.dt lownership of the two largest and most
recognised pharmacy retail brands in Australia, Anand Guardian and the new Amcal Max
brand, as well as strategic relationships with mame independent pharmacists and medical
practitioners. The reasons we found Sigma a gdofbif our case study was due to four
criteria we used for site selection: (hgustry Susceptible to High Risk and High Retuois:

a few possible industries, we chose a pharmacésitoapany as it faces a regulatory climate
which has become complex, costly and with greatai@sure requirements on drug trials; (2)
Strong Commitment to Enterprise Risk Managentarg commitment is clearly demonstrated
on Sigma’s website which had its ‘Risk Management Audit Committee Charter’ available
for scrutiny for the general public; (Significant Volatility in Share Price Performancie:
the 5 years leading to the global financial crisis2008, it has been one of the strongest
performers on the Australia Stock Exchange withomenthan 200% increase in its share price.
Since then, the share price has shown significalattility, demonstrating once again the risk-
return relationship that the industry is susceptifl and (4High Reliance on Management
Accounting InformationThe CEO was a qualified management accountant,haddbeen
guoted in numerous press releases on the importaincest control and organisation-wide
performance management. This was also publiclyaied on Sigma’s website.

The main source of data collection was throughruntevs. The CEO was approached, and the
reasons as to why the company was chosen for degth case study were explained. The
CEO then allowed the researchers open accesseoetif levels of information and divisional
managers. Given the level of access granted uhdeCEQ’s authority, the researchers found
that they were freely able to undertake their itigesion into the role of ERM and MAIS at
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Sigma. The research was conducted through a sariesmi-structured interviews with key
informants. Face to face interviews included theO@#&anaging director, the company
secretary, the chief legal officer, the CFO, thepooate management accountant, the human
resources manager, and other accountants. A tdtdifteen interviews (formally and
informally) were conducted. In addition to theseemiews, other informal discussions were
carried out with selective managers and employepsesenting different segments of the
company. Most of the interviewtasted one hour to ninety minute$he interviews were
semi-structured using a standard set of questibhs. interviewees were asked some open
guestions around the topic of risk management atigihem to express their understanding
of how the risk management system operates. Howeker process was conducted in a
flexible manner to allow interesting topics to sud. The researchers found the participants to
be keen to exchange their views on how they peedeithe functioning of the risk
management systems. The interviews were documemedonfidentiality was given to all
interviewees. In order to cross validate informiatigenerated through interviews, other

information (such as annual reports, governandersgnt, constitution) was also collected.

5. Risk Management at Sigma

As discussed earlier, Sigma operates in a compgk¢laden environment subject to high
returns but with high risk and, consequently, digant share price volatility. The industry has
significant disclosure requirements around drugldriincreased transparency in pricing and
marketing activities, and compliance with new fic@h and corporate governance laws.
Simultaneously, it is an industry where product ganng is rife and the response by the

manufacturer to such tampering can either enhandeonish its reputation.

51 The Risk and Audit Committee

At the time we conducted our case study reseangmé&had established a comprehensive
framework to identify, asses and manage risk acggsia’s operations, which included the
setting up of a ‘Risk Management and Audit Commait{benceforth, R&A Committee). Even
though the management of risk was often seen asefiponsibility of theChief Risk Officer
the executive team which includes the Board of @oes were increasingly seen to be

collectively responsible The Board at Sigma played an important role & dadoption and
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implementation of risk strategies which includedopttbn of appropriate procedures to

monitor and mitigate risks.

The company had a very small Board at the timerésearch was conducted. Many of the
Board members were also in the R&A committee. Ftbeninterviews and the study of the
published documents it was clear that the Boaidigctors of Sigma governed on behalf and
for the benefit of the company's stakeholders. Bbard assumed ultimate responsibility for
corporate governance, within which ERM falls, altgb it did not see itself as being directly

responsible for ERM. This was seen as managemasmnsibility.

Senior management, on the other hand, was seewiw’ the ERM process, and a non-Board
senior manager chaired the R&A Committee. This cdtem was responsible for designing
and implementing a structured and disciplined apgmdo managing risk. There was a ‘R&A
Committee Charter’ with sections covering (amorngsiers) external audit reports, internal
control, financial reporting, analysts’ briefingsternal audit reports, Therapeutic Goods Act
matters, and other responsibilities. On closelgnexing the R&A Committee Charter, we
found it to be more heavily oriented towards compie issues rather than performance

issues; both in the short and long-run.

In keeping with the R&A Committee Charter, botherxrial and internal audits of Sigma’s
finances and controls were regularly conducted; areetings between the Board and the
external auditor were periodically held. There werenthly reporting to the Board on group
activities, covering a wide range of Sigma policiasd procedures and specific risk
management activities in each business area. Futhieecompany had prepared a Delegation
Manual; a comprehensive insurance program and aiadised TGA compliance program

including standard operating procedures.

It appeared that the primary objective of the R&A&n@nittee was to ensure that the company
did not damage its reputation by not complying i@ccurately complying) with any matter
related to its external regulation. This was natvéver, what the CEO considered should be

the main focus of ERM, believing instead that th&teuld be a more long term performance

" Therapeutic Goods Act (TGA)
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link with the company’s strategies. Company Secyetamd General Counsel had a different
take on what constitute ERM and good governance:

My first responsibility is to keep Sigma “legal” ierms of corporate and commercial
law. There are also the TGA and ER&quirements which are mandatory.

In terms of ERM, the CEO believed that most of wisatindertaken as governance and risk
management at Sigma is not subject to a regulagmpyirement, but instead done because the
company believes such actions ‘add-value.” Heeleli that most often these value-additions

arise in the area of how the company manages rifke.CEO stated that:

This means we have to identify our risks, assemstinsure against downside risk
when possible, but also have a ‘war chest’ to t@atheantage of upside-risks when they
arise. As our profit grows, our capacity to takeks also grows.

5.2  Risk Driversand the ERM process

It was clear from the discussions that the comgmad/a number of risk drivers, the main risk
drivers were the TGA, EPA, Unions, Consumer Asdama (e.g. animal rights), Ethical
Investment Funds and Equal Opportunity Laws (eemdgr balance). Discussions with the
Board and Senior Management indicated that riske wisualised in terms of impact, with a
trade off betweetikelihood andconsequencesSuch visualisations were incorporated by the

researchers into a ‘Risk Ladder’ as shown in Table

On showing this chart to the senior managers an&ighere was general agreement that this
fairly depicted the consensus of the company. Qlyataappeared to the researchers that
Sigma, as a pharmaceutical company, had conceshtratennovation in product development,
and when it comes to risk minimisation had proguetg focussed on product safety and
security. A manager commented:

| think we have pretty good systems when it comgwdduct safety issues and we
have implemented a detailed risk strategy to secuugs and chemicals. Over the
years, we have a very good record for safeguarding related chemicals and other
products. Internal checks have been in place so phaduct safety issues are not
compromised.

8 Environmental Protection Act (EPA)
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It was also apparent from the discussions with R&A Committee members that they
believed that the committee was managing both lksgsirand strategic risks. A member
commented that:

As a pharmaceutical company we always thought wWeatare highly risky when it
comes to dealing with chemicals. We had a veryletaiarket share and we tried to
become a dominant force in the market by acquiramgl merging with other
companies. | think our main risk is in our businessl strategic decisions as our
product and product safety issues are under control

On being shown the risk ladder (Table 1), the CHE&ed that this should not give the
impression that a fatality involving an employeen@d as concerning as product tampering or
losing market share, but that the impact of thk esierging on the company’s shareholders
and other stakeholders would be more severe inatier cases. Also, he said that “whilst
severe financial fraud would have high consequera®sns such as minor misappropriations
of cash would have relatively low consequencesSigma in terms of ERM”. A relevant
guote from the CEO pertaining to this issue is:

There are events we cannot guard against. Evesettivat we can guard against, we
have to ask if the risk is “reasonable”. | guess wan guard against a low-flying
aircraft hitting our corporate headquarters or terists taking over our factory. But
we must assess the probabilities of these evemisrrory and guard against them
appropriately. We won’'t be looking after our sth&klers interests if we expend
money to safeguard ourselves against low probghiigks. Theft of stock or cash is
another matter. We safeguard these vigorously.e $afety of our workers and
consumers is another high probability issue wevatyi monitor.
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Table 1: Risk Ladder: Likelihood vs. Consequences

RISK DRIVER LIKELI | CONSE-

-HOOD | QUENCES
Regulatory Risk
Loss of TGA licence Low High
Change in Government Legislation (e.g. to PBS-Phaeutical Benefits Scheme)

Medium High
Inability to Meet Reporting Deadlines (e.g. TGA,ARAudit, Earnings
Announcements, etc.) Medium High
Negative EPA Ruling Medium Medium
Business Risk
Competitive Moves High High
Changes in Consumer Behaviour Low High
Changes to Industry Structure (e.g. Competitiomf@upermarkets) Mediun High
Loss of Market Share Medium High
Lack of Support from Pharmacy Support Group Low High
Poor Acquisition Strategy (Resulting in significamntite-down of Asset values) Medium High
Takeover Threat Medium High
Patent Violation Medium Medium
Industrial Action Medium Medium
Product Tampering Medium High
Extortion Low Medium
Negative Publicity Medium High
Financial Risk
Treasury Risk Low Medium
Lack of Counterparty and Credit Assessment Low Medium
Foreign Exchange Risk Medium Medium
Inability to Service Debt Medium High
Fall in Sales Revenue Medium High
Increase in Costs Medium Medium
Increased Cost of Capital Medium Medium
Poor Working Capital Management Low Medium
Poor Share Price Performance Medium High
Audit Concerns Low High
Internal Control Risk
Financial Fraud Low High
Fatality Involving Employees Low High
Disengaged Workers Low Medium
Lack of Market Credibility Low High
Systemic Failure Low High
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5.3 Roleof Auditors and Consultantsin ERM

As discussed earlier, internal and external ausliteere also involved in ERM at Sigma.
External auditors communicated to management affigielgcies in internal control over
financial reporting identified during the course thleir work. They communicated their
findings to the Board and external parties usimgricial accounting and auditing standards
and assurance techniques. Whenever external asidibaover evidence that fraud may exist,
they are required by their professional standaodbring the matter to the attention of the
Board and ultimately to the shareholders; andhithsshappened in one instance at Sigma.

In the case of internal auditors at Sigma, whendlvey uncovered evidence that fraud may
exist, they were required to bring the matter te Hitention of an appropriate level of

management, often the CFO. However, at Sigma,nteenal auditors' assurance reports were
not limited to ensuring adequate financial contreithin the transaction recording processes.
These assurance reports included applicable caonkignd recommendations on strategic
and ERM issues; and often included strategic aciens that required management
agreement. Such assurance took different formfiested in the following examples:

(a) The external auditors uncovered performance anesald/or control deficiencies during
their examinations of Sigma’s financial stateme(ds during their examination of their
client's internal control over financial reportingfd reported to senior management and the
Board.

(b) When risk owners self-reported upstream their #sssr about the ERM process
performance, the internal auditors attested t@tueiracy of the assertions.

(c) Internal auditors directly evaluated ERM performam@ased on appropriate criteria and

reported their conclusions to senior managementl@&oard of Directors.

From the above discussion it is clear that whhst company’s external and internal auditors
took ashort termperformance/conformance focus, external cons@tevete principally used
to evaluate thdong-term focus, mainly on the long term performance of tlwenpany.
Everyone interviewed stressed the importance ofr tepecific ERM and governance
responsibilities and roles as they endeavoured twentlosely align their company’s

governance with its ERM processes. This approadcintenterprise-wide risk management,
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involving the Board, the CFO, external and interaadlitors and consultants had all the hall
marks of an integrated and tightly coupled systéhis was not unexpected to the researchers

as it was the best-practice approach to risk manageat the time (ISO, 2009).

54  Roleof Management Accountingin Risk Identification and Assessment

The literature on ERM has developed many toolstackniques fordentifyingrisk that can
broadly be considered as management accounting s literature (see Collier, et.al, 2007
and the literature quoted therein) and the int@npeocess, a ‘risk identification chart’ for
Sigma (Table 2) was developed by the researcherstamwn to the CEO, some Board
members, senior management and those holding giggmoof management accountant. The
CEO commented.

It is true that we try to assess risks in termsgortunities and threats. This helps us
to evaluate risk profile. However, it is not alwayassible to identify and evaluate all
risks as some of the risk may be emerging.

The combined responses of the CEO and the seninageanent are shown in Table 2, and
indicated a fairly regular use of these methodsSigtna; at the time the interviews were

conducted.

However, although these management accounting émalsechniques were used regularly by
the CEO and the senior management in risk ideatiio, those having the job title
‘management accountant’ were not called upon twigeoany data or information in such
risk-identification processes. The view of the ngeraent accountants can be summarised
with the following quote:

Currently we have no formal processes that | armolired in. | know that Deloitte and
the Risk and Audit Management Committee are inddlveéhe area, but they have not
asked me for any numbers. However, as the CFQ@ iha committee, he probably
provides this information. | believe that thereeaome tools that could be used such
as benchmarking in identifying risks. The GM (HRgs “incident analysis’, but only
on HR issues.

Similarly, the literature has many tools and tegues forassessingisk that can broadly be
considered as management accounting, and thedistackin Table 3. The researchers also
showed this chart to some the CEO, Board membensprsmanagement and those holding
the position of management accountant; and thensgs indicate a less regular use at Sigma

of these assessing methods, which many of them rinewer done or never heard of. Here too,
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the management accountants were only rarely calbeth to provide data or information for
risk assessment, and their collective view canupensarised with the following quote:

Some methods on the list are used, but not alveaybnot formally. Certainly we do
information gathering; probability estimations, ¢dsenefit analysis, DCF, FSA, and
use strategic tools such as SWOT, Ansoff, 5-Fomtes, but in an ad-hoc manner.
Our concentration now in terms of risk is trying émsure that we make correct
CAPEX decisions. Life Cycle Costing looking fornesgies using flexible

manufacturing systems is particularly focused on.

Table2: TheUse of Methods of Identifying Risk at Sigma

Methods of | dentifying Risk: Done | Done | Never | Never
Regu- | Some- | Done | Heard
larly | times of

Financial Statement Analysis X

Brainstorming X

Workshops X

Stakeholder Consultations X

Benchmarking X

Checklists X

Scenario Analysis X

Incident Investigation X

Auditing And Inspection X

Hazard And Operability Studies (HAZOP) X

Fish Bone (Breaking Down a Business Process isto it X

Component Parts to Examine all the Risks to thatéss)

Questionnaires/Surveys X

Interviews X

(List developed from Coallier, et.al, (2007)

Even though management accounting information ifats risk management at Sigma,
reports with accounting information were mostly gaeed only on a periodic basis, usually
before the R&A Committee meeting. MAIS risk reponsre sometimes prepared on an ad-
hoc basis whenever certain risks were identifidd.accountant commented:

Even though we try to be proactive in risk assesgnitds not always possible to
predict all scenarios. Our risk reporting is done a flexible basis.
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Table 3: The Use of Methods of Assessing Risk at Sigma

M ethods of Assessing the Severity of Risks: Done | Done | Never | Never
Regu- | Some- | Done | Heard

larly times of

Information Gathering (e.g.. Market Survey, Researcx
and Development)
Scenario Planning X

Soft Systems Analysis X

Computer Simulations (e.g.. Monte Carlo) X

Probability Distributions (e.g. Decision Trees) X

Fault Tree/Event Tree/ Root Cause Analysis X

Dependency Modelling X
Failure Mode and Effect Analysis (FMEA) X

Human Reliability Analysis X

Cost-Benefit And Risk-Benefit Analysis X

Real Option Modelling X

Risk Assessment Software Packages X
Delphi Method X
Risk Map X
Hazard And Operability Studies (HAZOP) X

Statistical Inference (e.g. Measures of Central X
Tendency and Dispersion)
CVP and Sensitivity Analyses X

DCF Techniques X
CAPM (Beta Risk) X
Financial Ratio Analysis (incl. Z-Scores) X

Strategic Analysis Tools (SWOT; PEST; GAP; BCG,; X
Ansoff; 5-Forces)
Shareholder Value (EVA; SVA) X

Likelihood Impact Matrix X

Flexible Budgets X

Working Capital Management X
(List developed from Collier, et.al, (2007)

Evidence from research interviews also suggests riienagement accountants were not
directly involved with assessment of risks evenutfio management accounting information
was used. This was partly explained by the fadt tie CEO and other board members had
accounting backgrounds and they tended to usedhgirmanagement accounting analyses in
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their decision processes. As expected from thiatiiee (Hopwood, 1996), it was found that at
Sigma, the more ‘traditional’ management accountnglyses, such as Cost-Benefit, Risk-
Benefit, CVP and Sensitivity Analyses pertainingigk were prepared in various functional
areas as required; and reported upwards to higivetsl of the organisation. The accountant
commented:

We prepare standard risk reports on a regular basisen a potential risk is identified
we try to gather as much information as possibld prepare an in-depth risk report
for that particular risk.

The evidence we gathered suggests that althouglk smnmagement accounting information
and analyses were used on a regular basis in Eiddetanalyses were mostly communicated
vertically and not horizontally. Therefore it wafsem difficult to see risk relationships that cut
across the organisation and involved different fiumal areas. Therefore, whilst there was
evidence that the MAIS was used as a surveillamze ammunication device to achieve
ERM integration at the Board and senior managereseis at Sigma, such facilitation was

not present with regards MAIS information flowsla¢ lower functional levels.

6. Risk Components and Connectivity

When commencing on this study, we initially aimedekplore the totality of risk management
practices in a high risk industry. We wanted tced®ine if a company in a high-risk industry
with significant societal pressures would take ategrated approach to risk management as
espoused as ‘best-practice ‘in the literature (E®09) by exploring the roles played by the
Board and senior management, the company’s auditanssultants and the MAIS as a

integrative and communicative device.

As discussed in the preceding section, we foundese of an integrated ERM system at the
higher levels of the organisation, and that the BIAhd an integrative role in such a system at
those higher management levels. The MAIS providatlyevarning of potential operational

risks to the Board and management, that if noned#d could escalate to dangerous levels

causing a high level of total risk.

At Sigma, the importance of constantly monitorirftaieges in the Risk Ladder (Table 1)
permeated its integrated ERM strategies, as itgmsed that there could suddenly be a

change in the ‘Likelihood’ measure, and thus thebpbility of the resultant ‘Consequence’
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would be significantly enhanced. For example, mdhea of foreign exchange risk, a relevant
guote from the CFO is:

We obtain a ‘risk report’ from Deloittes pertaining specific areas of risk. Then our
risk management committee evaluates the approaduch risks. Let's take foreign

operations. There are always risks associated foithign currency transactions. We
don’t hedge all foreign transactions as that los@y upside return potential. So we
hedge in “bands.” A certain level of hedging isdentaken once the magnitude of
foreign transactions exceeds a certain thresholdand. Similarly, we don’t insure

all risks as the upside potential is lost

The Company Secretary and General Counsel hatbtkasy about the ERM approach:

The company has appointed Deloittes to study variaeas of potential risk and

report to this committee. These issues can rarge supply chain and wholesaling
issues; to enterprise risk management; to issukeding to the internal audit function.

Deloitte then lists a suggested ‘risk audit plaar the coming year. The Risk and
Audit Committee, along with Deloittes, then prises key area for resource
allocation. We call this ‘risk profiling’. Somereas are considered to be more
important for action. Often the Risk and Audit Qoitkee gets involved in

management decision making.

One of the Directors commented:

It is true that as a pharmaceutical company we haggrong tradition with innovation
in science and product safely. As drugs are chenaicd health related, we are under
constant watch by various regulating agencies. dchsve have developed elaborate
systems of risk management in areas of productysafel operational issues such as
safeguarding chemicals and health and hygiene gsssué¢hink we have developed
elaborate systems in these areas. We are now fagusore on risks that are strategic
in nature and which arise from our business dealing

Sigma also considered reputation and public im&ies.rin addition to considering different

types of risks which can be measured, the CEO dctHiat Sigma also considered the
consequences of risks which might destroy its it and trust among its stakeholders.
These risks were mainly in the areas of produalgatustomer services and environmental
concerns. Similar to the CEQO’s views, other intewaes also highlighted the importance of
emergent risks which are strategic in nature. Qrieeodirectors commented:

Our risk management system is pretty good in tewhestifying the major risk
categories. We have a risk management strategyatudld risks once they are
identified. We go through the root causes of amplem and that can lead to several
strategies to mitigate that risk. However, | think are lacking in making appropriate
connections between different risks.

This last comment, about the lack of connectiviggween different risks, turned out to be

prophetic in the case of Sigma. As we observedeean the paper, due to the complexity of
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the organisation, it was possible that if such emtimity was not tracked, a low-probability
driver could emerge and affect another low-probighilriver and so on, and start the domino

effect.

6.1 Risk Escalation at Sigma

It was evident that at Sigma, the company’s Boadl tap management were very aware that
a potential low-probability risk could suddenly egpe and very quickly escalate when
combined with other risks, each individually smallit together cause a ‘domino-effect’; i.e.
the increase in likelihood of a particular riskwen could impact others, leading ultimately to
catastrophic consequences for Sigh#&s such, most of the senior management we
interviewed were of the view that the company’saymtic and integrated approach to ERM,
along with its MAIS ‘Risk Ladder” (Table 1) wouldwg early warnings of such emerging

risks.

However despite all its best intensions, and aghgeScottish poem written by Robert Burns
in 1785, thatthe best laid schemes of mice and men go oftewgsggma’s initial domino
fell in an area not covered by the MAIS. The tigbupling of the MAIS tdfuture oriented
objectives and strategies and the performance Kddsing to strategy implementation, could
not cope with a risk that arose due fpastevent.

In September 2009 (just after the initial phasaentérviews was concluded), Sigma was a
stock market ‘darling’ and confidently raised $3@flllion new capital. It was Australia’s

leading maker of prescription over-the-counter gaderic medicine and was very strong in
manufacturing, strong in brand management, and steoyg in the generics market with their

purchase of Arrow pharmaceuticals in 2005.

Six months later, in late February, 2010, Sigmaeshavent into a trading halt; and trading
was suspended on the first of March, 2010 pendingnmouncement about the company's full

year earnings. What happened? How did a comparty avibest-practice’ ERM system get

° A classic example of a small risk escalating iatastrophic consequences was the O-ring faitutiee
Challenger space shuttle. This failure caused achren the joint it sealed, allowing pressurizeti drs from
within to reach the outside and impinge upon thaaaht solid rocket booster attachment hardwareeatetnal
fuel tank. The explosion of the fuel tank causexidisintegration of the entire space shuttle.
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into a systemic risk spiral so quickly? Let us &dbe issues as covered by the Risk Ladder
(Table 1).

The first escalation in risk was th€hanges to Industry Structure terms of heavy
competition in the generics market that was growiagidly overall. Sigma had already
recognised that this risk was of medium likelihdmgd with high consequences. The second
escalation in risk was that in order to preventlibses of Market Shar@vhich again had been
recognised as being of medium likelihood but higlsansequence) Sigma and all competitors

went on a price war with heavy discounting thatdedprofits.

These risks were management accounting relategiakdd up by the MAIS and the ERM
system. In justifying the price war, the CEO, whaswe-interviewed in the second phase of
the study, said:

The expansion of the market is certainly sometthiag helps us to grow, discounting

is something that is necessary to some extentdorerthat there is support for your

brand, but it does detract from profit but overdllguess when you put these two
together we are confident that the business widixgm terms of profitability.

These risks were seen as manageable by Sigmasa&®RM system; with forward looking
information being provided by the MAIS. The CEO vedighe view that Sigma'’s overall cash
flows were strong and its customer base still yvepal. The first domino that fell, however,

came from an area not covered by the MAIS anduiig'é oriented analyses.

6.2 TheDomino Effect at Sigma

The first domino was from the past, i.e. the coampte area of the financial accounting audit.
It was noted that due to reduction in profitabilitlye billion dollars in goodwill in the balance
sheet (that was booked when the generic maker Awasvpurchased via a leveraged buy-out
in 2005) will have to be written down by a "matéaanount” (estimated by the market at that
time at approximately 100 million dollars) becawdencreased market pressures, especially
in generic medicine. Such #&udit concernwas rated as having low likelihood by Sigma but
with high consequences. When the level of the ilioeld increased the consequences were
disastrous, initiating the ‘domino effect’. The iaipnent of the goodwill intangible asset
resulted in a qualified audit statement. This imthhad a significant, almost catastrophic

impact on Sigma’s market credibility and share @ri¢his incongruence between public
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imagery of Sigma’s earnings being at risk and dauatons by Sigma to boost its long-term

earnings is termedecouplingn neo institutional theory (Meyer & Rowan, 1977).

Thus the next domino that fell in terms of the Ra#tder was Sigma’'Share Price Performance
Being in a high-risk industry the likelihood of saarice volatility was rated aseaium with
high consequences; but the magnitude of the share @ollapse (ultimately about 80%) due
to an accounting reporting correction of a sunkt eess not even remotely predicted. The
value of Sigma’s equity was therefore reduced b$80hus the decoupling between

perception and reality became so significant thiireatened Sigma'’s very existence.

This then triggered the third dominBreach of Debt Covenant3he leveraged buy-out of
Arrow in 2005 had increased the company’s debttgqatios, and the need to cover interest
payments. This would not have been a problem ifn@ig market share and sales revenue
increased, and thus interest payments can be rhetin@bility to Service Debtvas rated as
medium, with high consequences in Sigma’s Risk éaddable 1), but being forced into
discussions with its banks about the breach dkitging covenants, was not covered by the
risk ladder. Debt covenants are capital structat®s (percentage of Debt to Equity) that
must be maintained if banks are to lend to a com@dra specific interest rate. If the debt
ratio goes up because the value of equity hasnfatleen the banks can either increase the
interest rate or pull back the loans altogethelis WMould result in further downgrading of
credit ratings and revised earnings forecasts.ohlthis resulted in a highly undervalued
company which became an obvious takeover targets€pently, Sigma’s Pharmaceutical

business was taken over by Aspen (South Africégta2010.

Thus, although the monitoring by the Board, the ag@ment, the consultants and internal
auditors of even small changes in the likelihooekle of the risk drivers were seen as an
extremely important aspect of governance, Sigm&MEsystem ultimately failed due to the

‘domino effect’ initiated by an area not seen todvertly coupled to the MAIS (i.e. the past
having no effect on future operations), but actuallas tightly coupled covertly (i.e. a

impairment of an intangible asset purchased inpidwg having a significant impact on the
future operations of the company). As one of tlired@ors at Sigma commented:

Even if we are on top in several areas such asymatl controls, and regulatory risks,
we are pretty vulnerable as certain emergent bissirand strategic risks can lead us
to allocate resources and activities which have taential to implicate the
organisation as a whole. Some of these risks aggdred by external factors such as
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market conditions. Even a lucrative decision camtinto a disaster and affect the
market value and reputation of the company.

This quote made in 2009 turned out to be propHetiSigma in 2010; a company in which
the notions found iaccident theoriesvere observed (see alBower, 2007b; Hubbard, 2009).
As discussed beforeormal accident theorguggests that a combination of complexity and
tight coupling can cause unexpected interactiomscaiscading effects in the organisation. In
the case of Sigma a non-linear complexity leadisgasirous consequences in related functions
or components. Was this avoidable? Weick (1951§)gests that in organisations that face
complex environments and where a full range of equences are either difficult to
understand or information may not be available,t tHaose coupling’ may counter
connectivity problems between different organisaiofunctions or activities. As Sigma’s
ERP was tightly coupled, it was not possible tt tleis hypothesis in the case study company;
and is, therefore, an area for further research.

7. Further Exploration and Implication of Findings

This paper focused on the ERM processes in a lsghidustry. Considering the literature
and the empirical findings of best-practice fronnest studies (see Collier, 2007 and the
literature quoted therein) we expected to studpmpany that viewed risk management not
from a silo perspective but instead from an integtaERM perspective, with the MAIS
playing a communication and information role. Tla@e extent, we found this to be the case
at Sigma, especially at the Board and senior maisdevels. It is expected that in high-risk
industries ERM is seen as comprising dynamic atehnated processes which are expected to

help achieve performance by linking the organisatmits environment.

Much of the literature indicates that although tBeard clearly ‘owns’ the corporate

governance process, it is not directly responsibieERM, which is seen as management’s
responsibility. This was the culture prevalent @&, which even empowered its shop-floor
employees to consider it their responsibility. Gemeralisation we can draw from this is that
Boards should go beyond the minimum complianceiremqents of the governance legislation
affecting them, and assume ultimate responsibfbity corporate governance within which

ERM falls. Senior management (who “own” the ERMgaass) should then be responsible for
designing and implementing a structured and diswgl approach to managing risks. Under

senior management's supervision, risk owners shdelklop, implement, perform, and
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monitor risk management capabilities and activitiesis approach is in keeping with the
conventional wisdom in the literature, which sudggeshat there must be effective
communication channels linking the ‘risk ownersr@¢€kford, 1986; Dorfman, 2007; 1SO,

2009). This integrated approach to ERM was seenitisal to successful ERM at Sigma, and
was most likely the mimicking of best practice imetindustry as expected under the

isomorphism form of neo-institutional theory.

The best-practice literature also states that ERMcips must be communicated to all
stakeholders. This specifically follows legitimaityeory. Therefore, we investigated if Sigma
had effectively communicated its integrated risknagement policies to stakeholders. In
terms of its external stakeholders the answer hest somewhat qualified “yes”, as Sigma
had a good record of very effectively communicatimigh its shareholders and financial
analysts, which resulted in phenomenal share grioath, especially in the period 2000-2008.
However, this dissemination of information and naednnouncements were made during
Sigma’s growth years, and all of the informatiotated to “good news” stories. Whenever
there was bad news, the company’s response was maed. For example, the Australian
Competition and Consumer Commission (ACCC) blocgegina’s attempt to buy Australian
Pharmaceutical Industries. One can find very Ilttdenment from Sigma as to the reasons why.
Again, in 2008, ACCC opposed a joint-bid by Signmal @nother company Metcash for the
company Symbion’s distribution arm. These storigisvgry heavy coverage by the media, but
very guarded announcements on the Sigma websiite withholding of bad-news stories was
of concern to Sigma’s stakeholders, and resulted diecoupling effect at Sigma (when in
practice an institution does not match its exteapgdearance) in the years after the GFC. The
consequence of this decoupling was a dramatic ps#laof its share price as a result of a

financial accounting adjustment of a past event.

In our investigation it was found that Sigma digk have in place formal processes to gather
information about the expectations of its wider ugroof stakeholders. This, along with
Sigma’s tendency to downplay bad-news, was theorefis the ‘qualified-yes’ given by us in
terms of external reporting at Sigma. With regatds information flows to internal
stakeholders, however, the communication flows wetrist and highly integrated, as the
company has recognised that many of the ERM an@rgance framework responsibilities
overlap, and that one process affects the othes. fds resulted in tight coupling at the senior

management levels, with common memberships of terdand R&A Committee, and the
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MAIS playing an important role as an integrativedacommunicative devise. We also
established that there was good formal communicdietween the Board, R&A Committee
and the senior management at Sigma, again witM#&ikS being used as a an integrative and
communicative devise. However, true integratioon$y possible via effective co-ordination
and communication tall employeesand here Sigma’s approach is less conventionahyM
interviewed commented on the informality of infotioa flows, indicating some degree of
‘loose coupling’ with those on the shop-floor. Tdeneralisation we can draw from this is that
effective ERM communication flows should both barial and informal.

However, whilst these formal and informal commutiara flows were adequate to monitor,
assess and control secondary (or socially constlugiews on) risks; as complexities grew
there was more pressure on the Board to be involiid all aspects of risk management,
especially primary (or real, often hidden) riskse Vdised the question as to whether the Board
was competent enough to see how risk cuts throtfggreht functional areas. The evidence
here indicate that although the institutional astoonsidered the company to have best-
practice ERM processes in place, in reality it veaganised uncertainty’, i.e. viewing ERM
as only having to demonstrate to society that y¢hierg has been done to protect the
organisation from possible risks. What was in @lat Sigma was a calculative culture in
organisational risk management rather than try;ngléntify and manage the real risks. It is
clear that the tight coupling of the ERM systeniliation by the MAIS made the institutional
actors have a quasi-religious (delusional) faitht tthe company was well protected (Power,
2004).

Institutional theory helps us to understand whyaargations behave as they do in society by
examining their institutions. Institutional influem can come in different forms. Certain
influences are required by the regulating institosi. In the case of Sigma, the company was
required to follow the requirements of TGA and EP&. a pharmaceutical company Sigma
needed to follow the requirements of TherapeutioddoAdministration (TGA). Apart from
such requirements the company also adopted pobciescribed by Environmental Protection
Agency and customer associations (e.g., animatsjghClearly we can conclude that that
Sigma found it useful to adopt institutional prees to legitimise its position in the market. It
is evident from the literature that it is not saikint just to adopt institutional practices theg ar
expected to communicate to significant stakeholddmansparency of such practices needed
to co-exist with the objectives of risk managemértie company was seen to be actively

involved with communicating ‘good stores’ and ‘gtbmwnews’ to stakeholders. However,
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such response was found to be muted whenever Wesebad news. At Sigma, legislation
prescribed financial accounting and governancertigygorequirements, and these were very
effectively complied with regards tex-postinformation. The best-practice literature also
states that ERM policies must be communicatedItetakeholders. This specifically follows
legitimacy theory. Sigma didot have in place formal processes to gather infolgnatibout
the expectations of its wider group of stakeholddisis, along with Sigma’s tendency to
downplay bad-news, was the reason for the ‘qudkyies’ given by us in terms of external
reporting at Sigma.

Institutional theory helps us to understand whyaargations behave as they do in society by
examining their institutions. Institutional influem can come in different forms. Certain
influences are required by the regulating instosi. In the case of Sigma, the company was
required to follow the requirements of TGA and EM®&. a pharmaceutical company Sigma
needed to follow the requirements of TherapeutioddocAdministration (TGA). Apart from
such requirements the company also adopted pobaiescribed by Environmental Protection
Agency and customer associations (e.g., animatgjghClearly we can conclude that that
Sigma found it useful to adopt institutional prees to legitimise its position in the market. It
is evident from the literature that it is not saikint just to adopt institutional practices theg ar
expected to communicate to significant stakeholdé@mansparency of such practices needed
to co-exist with the objectives of risk managemdriie company was seen to be actively
involved with communicating ‘good stores’ and ‘gitbmwnews’ to stakeholders. However,
such response was found to be muted whenever Wesebad news. At Sigma, legislation
prescribed financial accounting and governancertggprequirements, and these were very
effectively complied with regards tex-postinformation. The best-practice literature also
states that ERM policies must be communicatedItstakeholders. This specifically follows
legitimacy theory. Sigma didot have in place formal processes to gather infolgnatibout
the expectations of its wider group of stakeholdditsis, along with Sigma’s tendency to
downplay bad-news, was the reason for the ‘qudkyies’ given by us in terms of external

reporting at Sigma.

Institutional theory also suggests that organisatiadopt and conform to best practices. It was
evident from the case analysis that the companytadoestablished practices, such as,
flexible budgets, financial ration analysis (Z s sensitivity analysis, and other techniques.

Such techniques were found to be prevalent in iflermanagement literature (Collier et al.,
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2007). The ‘real’ risk of concern to the researsh&as the sheer number of low-probability
but high-consequence drivers in the Risk Laddebl@d). The company has a sound policy
of identifying and reporting each class of riskaud¥l of the literature indicates that although
the Board clearly ‘owns’ the corporate governangeess, it is not directly responsible for
ERM, which is seen as management’s responsibilitys was the culture prevalent at Sigma,
which even empowered its shop-floor employees tosicer it their responsibility. The

generalisation we can draw from this is that, tleards should go beyond the minimum
compliance requirements of the governance legmiasiffecting them, and assume ultimate
responsibility for corporate governance within whieRM falls. Senior management (who
“own” the ERM process) should then be responsildle designing and implementing a

structured and disciplined approach to managingsrisUnder senior management's
supervision, risk owners should develop, implempatform, and monitor risk management
capabilities and activities. This approach is iegieg with the conventional wisdom in the
literature, which suggests that there must be #fiecommunication channels linking the

‘risk owners’ (Crockford, 1986; Dorfman, 2007; IS@009). This integrated approach to
ERM was seen as critical to successful ERM at Sjgand was most likely the mimicking of

best practice in the industry as expected underigbmorphism form of neo-institutional

theory. However, due to the complexity of the oigation, it was possible that collectively, if

the low-probability drivers were not tracked, orfeleem could emerge and start the domino
effect. And this is what happened. Had the ERMesysbeen more loosely coupled, it is more
likely that such a delusional faith in the systewwd not have prevailed, and the institutional

actors would have been more alerted to the hidid&a that may suddenly emerife.

8. Summary, Contribution and Areasfor Further Study

We initially set out with intension of studying depth the isomorphism (mimicry) effect of
institutional theory in the application of best gise ERM in a high-risk industry. What we
found confirmed out expectations. However, an ueetgrd surprise finding was that these
very best-practices had resulted in a tightly cedpbrganisation in which unexpected risks

suddenly emerged that put the organisation atfsignt peril.

19 The fate of the Titanic is a prime example of saafelusion. The ‘unsinkable’ tag was so believeat the
hidden risk of an iceberg being able to sink thp gfas not contemplated.

33



At Sigma, it was seen that legislation prescribéthrfcial accounting and governance
reporting requirements, and these were very effelgticomplied with regards tex-post
information. The company also used management atiogu information, tools and
techniques at the Board and senior levels for @¥Wfecex-ante risk identification and
assessment. However, the risk connectivity betwbese two information systems was not
recognised and had disastrous consequences foraSiym to the Domino effect. The
recommendation we can draw from this is that ogmtions should put into place more
processes to link the compliance based reportird) teeditional management accounting

within the various long and short-term performanoaformance dimensions.

Finally it was seen that a combination of comphexsihd tight coupling can cause unexpected
interactions and unexpected consequences in waysewit is not always possible to
comprehend the nature of interaction. When onetiomoor component is affected other
functions are also affected, resulting in systensk or the domino effect. A surprise finding
of the Sigma case was that the best-practice efjiated ERP systems (ISO, 2009) could in
fact increasethe possibility of systemic risk if the couplingee tight. Hence, the study gives
some support to the concept of loose coupling (Wei®76; Orton & Weick, 1990) where
failed and risky activities are isolated and reetif without affecting other parts in the
organisation and therefore providing some protectigainst unplanned consequences. The
recommendation we can draw from this is that sogpeets of loose coupling and ‘fail-safe’

be considered in ERM systems.

The findings of this study show interesting reswalts how risk management operates in an
organisational context and how the MAIS is involweith the process. The research findings
are from an in-depth case study which providesalakiinsights but these results need to be
considered with caution as the results cannot kdyegeneralised. However, this study has
made a significant contribution to our understagdhrisk management approaches, not least
how a particular company approached risk managemeathighly volatile and competitive
environment subject to external regulation. Oneuwf critical findings was the importance of
recognising ‘connectivity’ and the cascading efeat risk from one area to other functional
areas. Future studies can take a number of |€addy, a further study can be undertaken to
reveal the quality of management accounting infationaused by the Board of Directors and
how accounting information is used both horizogtalhd vertically. It would be interesting to

explore the organisational context and internatwistances on the use of management
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accounting information. Secondly, a further stud@yn @rogress by adopting multiple case
studies. Such a study can determine if isomorphéemds to lean towards homogeneity or if
there are significant variations among differenmpanies in their response to societal
pressures for installing risk management systenmérdly, we would like researchers to
investigate whether there is any evidence thatdamaiplings will reduce the likelihood of a
risk suddenly emerging to cause the domino efiéfet.were surprised to see the cascading of
risk in different risk areas which appeared to baividually either well managed or under
control at Sigma. These emerging risks have thenpial of rapidly permeating all areas of an

organisation.

References

Allen, P.M. 2000. Knowledge, learning, and igna@&fmergence2(4): 78-103.

Antonioni, G., Spadoni, G. and Cozzani, V. 2009pkgation of domino effect quantitative
risk assessment to an extended industrial doeanal of Loss Prevention in the Process
Industries 22(5): 614-624

Baird, S. and Thomas, H. 1990. What is risk anywlayR.A. Bettis and H. Thomas, Editors,
Risk, Strategy, and ManagemedAl Press, Greenwich.

Barton, T.L., Shenkir, W.G. and Walker, P.L. 20BBterprise Risk Management: Pulling it
All Together,The Institute of Internal Auditors Research Fouimig Altamonte Springs,
Florida.

Barton, T.L., Shenkir, W.G. and Walker, P.L., 20Managing Risk: An Enterprisewide
Approach Financial ExecutiveMarch-April: 48-51.

Basel Committee on Banking Supervision, 200&nsultative Document: Operational Risk
Bank for International Settlements, Basel, January.

Bhimani, A. 2008Risk management, corporate governance and manageoeaunting:
Emerging interdependenciddanagement Accounting Resear2f,(1): 2-5

Birnbaum, P. H. 1981. Integration and specialirain academic researcihcademy of
Management Revie\g4: 487-503.

Bromwich M. 1990. The case for strategic manageraecdunting: The role of accounting
information for strategy in competitive markeds;counting, Organizations and Societyp
(1/2): 27-46.

Bussigel, M., Barzansky, B., and Grenholm, T86. Goal coupling and innovation in
medical schoolsThe Journal of Applied Behavioral Scien2@: 425-441.

35



CAS 2003, Overview of Enterprise Risk Managemdmterprise Risk Management
Committee, Casualty Actuarial Society. Retrievede]l®’ 2012.
http://www.casact.org/research/erm/overview.pdf

Chorafas, D. 200 Risk Accounting and Risk Management for Account&iddA, London,
UK.

Choo, C.W. 2005. Information failures and organaal disasterdMIT Sloan Management
Review 46(3), 8-10.

Choo, C.W. 2008. Organizational disasters: Why thaypen and how they may be prevented.
Management Decisio6(1), 32-45.

CIMA, 2004.Enterprise Governance Getting the Balance Right Chartered Institute of
Management Accountanénd the International Federation of Accountantsydon.

Collier, P.M., Berry, A.J. and Burke, G.T. 200Risk and Management Accountif@gest
Practice Guidelines for Enterprise-wide Internal i@m| proceduresCIMA Publishing,
Elsevier, Oxford.

Coomber, J.R. 2006. Natural and large catastroplobanging risk characteristics and
challenges for the insurance indusffjpe Geneva Papers on Reshd Insurance-Issues and
Practice 31(1), 88-95.

COSO 2004Enterprise Risk Management — Integrated Framewlldw York: The
Committee of Sponsoring Organizations of the Tread®@ommission. Available at
WWW.C0s0.0rg/publications.htm.

Covaleski, M. A. and Dirsmith, M. W. 1983. Budigg as a means for control and loose
coupling. Accounting, Organizations, and Socigdy 323-340.

Covaleski, M. A., Dirsmith, M. W. and Jablonsk$. F. 1985. Traditional and emergent
theories of budgeting: An empirical analysi&urnal of Accounting and Public Policy
4: 277-300.

Crockford, N. 1986. An Introduction to Risk Managarh(2nd edition). Woodhead-Faulkner,
Cambridge, UK.

DiMaggio, P.J. and Powell, W.W. 1983, “The Iron €&evisited: Institutional Isomorphism
and Collective Rationality in Organizational Fi€ldémerican Sociological Review3(2):
147-160.

DiMaggio, P.J. 1988, Interest and Agency in Instal Theory, in Zucker, L. (ed),
Institutional Patterns and OrganizatipBallinger, Cambridge, MA.

Dorfman, M. S. 2007. Introduction to Risk Manageitnamd Insurance (9th edition). Prentice
Hall, Englewood Cliffs, N.J.

Drew, S.A.W. and Kendrick, T. 2005. Risk Managem@ihie Five Pillars of Corporate
GovernanceJournal of General Managemel (2): 19-36.

36



Duncan, R.B. 1972. Characteristics of organisatiengironments and perceived
environmental uncertainhdministrative Scienc®uarterly, 17(3):313-327

Eick, C. L. M. 2003Factors that Promote Effective Risk Managementravérsities
Classified by the Carnegie Systehuburn University, Auburn, Alabama.

Fitzgerald, T. and Collins, J. 2006. The CFO asligter of corporate performanc8trategic
Finance September: 41-46.

Funston, R. 2004. “Avoiding the value killer§,;feasury and Risk ManagemeApril, p. 11.
Galbraith, J. 197MDesigning Complex Organisationsgddison-Wesley, Boston, MA.

Glassman, R. B. 1973. Persistence and loose cauiplitiving systemsBehavioral Science
18: 83-98.

Greenwood, R., Oliver, C., Sahlin, K. and Suddd®y(eds) 2008The SAGE Handbook of
Organizational InstitutionalisinSage, Los Angeles, CA.

Gummer, B. 1982. Organized anarchies, loosely @lplystems, and adhocracies: Current
perspectives on organizational desigwministration in Social Worlk3(3): 5-15.

Heinrich HW. 1931Industrial Accident Prevention: A Scientific AppobaMcGraw-Hill,
USA

Hope, J. and Fraser, R. 2003a. New ways of sattwgrds: The beyond budgeting model.
California Management Revi,w5(4): 104-119

Hope, J. and Fraser, R. 2008&yond Budgeting: How Managers can Break Free filoen
Annual Performance TragfHarvard Business School Press, Boston, Mass.

Hopkin, P. 2012Fundamentals of Risk Management (2nd Editigmgan-Page, London, UK.

Hopwood, A.G. 1996 ooking across rather than up and down: On the teedplore the
lateral processing of informatioAccounting, Organizations and Socie?y (6): 589-590.

Hossari, G. (2006), “A dynamic ratio-based modelsignalling corporate collapseJournal
of Applied Management Accounting Reseakimter, 4(1): 11-32.

Hubbard, D. 2009The Failure of Risk Management: Why It's Broken Hiogv to Fix It.John
Wiley & Sons, Sussex, UK.

ISO (2009)Risk Management — Principles and Guidelines on émpghtation ISO/DIS
31000, International Organization for Standard@atiAccessed 9th June, 2012.
http://www.iso.org/iso/iso_catalogue/cataloguecdtdlogue detail.htm?csnumber=43170

Kleffner, R. L. and McGannon, B. 2003. The effectorporate governance on the use of
enterprise risk management: Evidence from CarRig&, Management and Insurance Review
6 (1): 53-73.

37



Knechel, W. 2002 The role of the independent actaminn effective risk management,
Review of Business and Econom#&s(1): 65-86

Knight,F. 1921 Risk, Uncertainty and ProfiAugustus, M Kelley, New York.

Lam, J. and Kawamoto, C. 1997. Emergence of thef@isk Officer,Risk Managemen#i4
(9): 30-36.

Lewis, M.A. 2003. Cause, consequence and contaiards a theoretical and practical model
of operational riskJournal of Operations Manageme@tl (2): 205-24

Lord, B. 1996. Strategic management accounting:erhperor's new clothellanagement
Accounting Researclt (3): 347-366.

Lutz, F. W. 1982. Tightening up loose coupling nganizations of higher education.
Administrative Science Quarterl27, 653-669.

March, J. G. 1987. Ambiguity and accounting: Thesele link between information and
decision makingAccounting, Organizations, and Societg, 153-168.

Merna, T. and Al-Thani, F.F.20080rporate Risk Managemertohn Wiley and sons,
Sussex, UK

Meulbroek, L.2002.The promise and challenge ofgrdaeed risk managemeritjsk
Management and Insurance Revi&weJume 5, Issue 1, pages 55-66,

Meyer, J.W. and Rowan, B. 1977, Institutionalizedamisations: Formal structure as myth
and ceremonyAmerican Journal of Sociolog§3: 343-363.

Miccolis, J. and Shah, S. 20@nterprise Risk Management: An Analytic Apprgach
Tillinghast—Towers Perrin. Monograph.

Miccolis, J., and Shah, S. 20Risk Value Insights: Creating Value Through EntepmRisk
Management - A Practical Approach for the Insurathmadustry: Tillinghast-TowersPerrin
Monograph.

Miccolis, J. A., Hively, K., and Merkly, B. W. 200Enterprise Risk Management: Trends
and Emerging Practiced he Institute of Internal Auditors Research, Far

Mikes, A. 2009. Risk management and calculativuoes,Management Accounting
ResearchMarch, 20 (1):18-40

Mikes, A. 2007. Convictions, conventions and theraional risk maze—The cases of three
financial services institutionternational Journal of Risk Assessment and Mamayd
7(8): 1027-1056

Miles, R.E. and Snow, C.C. 197Mrganizational Strategy, Structure, and Proceds(Graw-
Hill, New York.

Morris, R., 1998 “Forecasting bankruptcy: How useie failure prediction models?”
Management Accounting (UKYay, 76(5): 22-24.

38



Orton, D.J. and Weick, K. E. 1990. Loosely coupgdtems: A reconceptualizatiohgademy
of Management Revied5(2): 203-223.

Otley, D. and Berry, A. J. 1994. Researching manant accounting practice: The role of
case study method#lanagement Accounting Researbh(1), pp. 45-65

Pacheco, D.F., York, J.G., Dean, T.J. and SaragvahD. 2010. The Coevolution of
Institutional Entrepreneurship: A Tale of Two ThiesyJournal of Managemen86(4): 974-
1010.

Pfeffer, J. and Salancik, G.R. 1977. Organizatiesign-The case for a coalitional model of
organizationsQrganizational DynamicsAutumn, 6 (2): 15-29.

Power, M. (2004)The Risk Management of Everything: Rethinking thigi€s of Uncertainty
London: Demos.

Power, M. 2007aThe risk management of nothinrggcounting Organizations and Socigty
34 (6-7):849-855

Power, M. 2007bOrganized Uncertainty: Designing a World of Risk idgement Oxford
University Press, Oxford, UK

Perrow, C. 1981. Normal accident at Three Milansl. Society, 18(5), 17-26.

Perrow, C. 1984Normal Accidents — Living with High-risk TechnolegiBasic Books, New
York.

Perrow, C. 1994. The Limits of Safety: The enhareenof a theory of accident¥purnal
of Contingencies and Crisis Managemdx¢cember, 2(4): 212-220.

Ratnatunga, J. 2006, The valuation and reportingmitation risk management capability,
Journal of Applied Management Accounting Reseat¢h): 1-10.

Ratnatunga, J. 2008, ‘Distant early warning syste@lsapter 22 in Ratnatunga, J. (Editor)
Strategic Management Accounting (3rd EditioQuill Press, Melbourne, Victoria.

Ratnatunga, J. and Ariff, M. 2005. Towards a hialistodel of corporate governandeurnal of
Applied Management Accounting Reseag&f(i): 1-15.

Ratnatunga, J. and Alam, M. 2008. Corporate govema a high risk industry: The theory
and the emerging role of management accountingaictipe American Accounting
Association Conferengc@ugust, Anaheim, USA.

Ratnatunga, J. and Alam, M. 2011. Strategic gover®and management accounting:
Evidence from a case studdhacus 47(3):343-382

Rhames, R. L., Koon, H. F., and Medway, M. L. 208&ase Study: An Analysis of Risk
Management in a Community Colled#idlands Technical College, Columbia, USA.

39



Richardson, K.A., Cilliers, P., & Lissack, M. 200Qomplexity science: A “gray science for
the “stuff in between , Emergence3(2), 6-18.

Rothstein, H., Huber, M. and Gaskell, G. (2006}h&ory of risk colonization: The spiralling
regulatory logics of societal and institutionakfiEconomy and Societ@5 (1): 91-112

Scapens, B. 1990. Researching management acoppnéctice: The role of case study
methods;The British Accounting RevieBeptember, 22 (3): 259-281

Schmidt, S. L. and Brauer, M. 2006. Strategic goaace: How to assess board effectiveness
in guiding strategy executioforporate Governance: An International Revjeanuary,
14(1): 13-22.

Scott, W.R. 2004. Institutional Theory, in Ritz&r(ed),Encyclopedia of Social Theqrgage,
Thousand Oaks, CA.

Sethi, S.P. 1978. Advocacy adevertising-the ameriegperience California Managemet
Review21(1): 55-67.

Shrivastava, P. (1995). Ecocentric management fiskasociety Academy of Management
Review20 (1): 118-137.

Sternberg, E. 2003Corporate Governance: Accountability in the Markate, Hobart Paper,
London.

Suchman, M.C. 1995. Managing legitimacy: Strategid institutional approacheScademy
of Management Revie®0(3): 571-610

Taylor-Goody, P and Zinn, J. 2006. Current dirattio risk research: New developments in
psychology and sociologfRisk Analysis: An International Journ26(2): 397-411.

Turner, B.A. and Pidgeon, N.F. (199van Made Disasters (2nd editiorButterworth-
Heinemann, Oxford, UK.

Walker, P., Shenkir, W. and Barton, T.L. 2082terprise Risk Management: Putting It All
Together]nstitute of Internal Auditors Research Foundatiditamonte Springs, FL.

Wallander, J. 1999. Budgeting - An unnecessary 8eéndinavian Journal of Management
15: 405-421.

Weick , K.E. 1976. Educational organizations asé&p coupled systemAdministrative
Science Quarterlg1:1-19.

Woods, M., 2007. Linking risk management to strategntrols: A case study of Tesco Plc,
International Journal of Risk Assessment and Maneegg 7 (8):1074-1088

Woods, M. 2009. A contingency theory perspectivettmn risk management control system
within Birmingham City CouncilManagement Accounting Researgh: 69-81.

Yin, R., 1993 Application of Case Study Resear8age, Beverly Hills, CA.

40



41



